[bookmark: _GoBack]Hi! I’m hoping that all is well with you as read this.

I sent this mail to remind you of essential ways to protect your computer from harmful elements that can be acquired through electronic mails

Email-mail span

There are many strange tactics employed by unscrupulous to try to annoy you, sometimes it’s a package you never ordered, a certain company saying you won a million ,or sometimes like that. Anyway, they always make sound urgent and you need to just download the attached file which will eventually install a “virus” on your computer.

Phishing

The guys that do e-mail phishing use a fake login page instead of trying to infect you -they might mimic a bank login page and steal your details. Paying close attention to a URL is a must. E-mail in general is an insecure method of communication so do not send personal details at all through it if it`s requested by an unknown party in a message.

Adware

Usually adware is for games that are advertised online. They require an install to play. Fortunately they usually play by the rules so if you read the terms of service you will see that the application install and supported content. If you want to avoid it, simply don`t install it and cancel the installer.

There are new schemes that come out every day- so just be vigilant you`re on the web. There are lots of things that antivirus simply won`t protect you from.

Be sociable, Share!
